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GREENYNG S.L., we operate in accordance with information security standards, following the 

UNE-ISO 27001:2022 norm. This enables us to offer our clients a comprehensive, personalized 

service with a high degree of professionalism and information security. Our focus is on 

providing secure and quality digital products to all types of businesses. 

At GREENYNG S.L., we recognize that information is a valuable asset for both our organization 

and our clients. Therefore, it requires appropriate protection and management to ensure the 

continuity of our business and minimize potential damage to the integrity, availability, and 

confidentiality of information. 

To achieve these goals, GREENYNG S.L. commits to the following: 

● Ongoing commitment: GREENYNG S.L.'s permanent commitment to Information Security 
Management will be demonstrated through training and awareness programs that encourage 
participatory management, allowing the skills of the staff to be utilized for the continuous 
improvement of the production process. 

● Compliance: To ensure compliance with applicable regulations and requirements, including those 
related to Information Security, GREENYNG S.L. will adhere to legislation and other agreements 
with clients. 

● Continuous improvement: GREENYNG S.L. will comply with requirements and continually improve 
the effectiveness of the Information Security Management System. This involves implementing 
measurement and monitoring systems for solutions and developments made for our clients, as well 
as Information Security objectives. 

● Business continuity: Ensuring business continuity by developing continuity plans in line with 
recognized methodologies. 

● Risk analysis: Conducting periodic risk analyses based on recognized methods to establish the level 
of information security and minimize risks through the development of specific policies, technical 
solutions, and contractual agreements with specialized organizations. 

● Employee commitment: The staff of GREENYNG S.L. will carry out their work with a focus on 
achieving set objectives and, at all times, in accordance with legal requirements. 
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